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Chapter 3:  Structuring and Managing the Risk Management Function 
in a Bank

1.
Introduction

Integrated risk management is a process that allows one to measure and manage all the firm’s risk in terms of a common unit.  Managing the firm’s risk in terms of a common unit requires that one develops the necessary tools to analyze a portfolio using a wide variety of risk-adjusted return criteria. However, before integrated risk management can be truly effective, a common language has to be developed for measuring the different risks that present themselves to business managers.

This chapter provides an integrated framework for an optimal firm-wide approach to risk management and a common language with which to measure trading market risk, gap market risk, liquidity risk, trading credit risk and operational risk.  We will argue that financial institutions need to establish appropriate firm-wide policies and develop relevant firm-wide risk methodologies (in terms of a common unit) that are coupled with a firm-wide risk management infrastructure that is able to measure, price and control risk (in a comprehensive, goal-congruent and integrated manner).

1.1
Steps Toward Integrated Risk Management

Best practice risk management philosophy can be positioned along the arrow of Figue 1. The ultimate objective is to actively manage the risks in a portfolio context. First, a limit management process is needed to identify the risks and select those the firm is willing to take either because it feels confortable with the underlying market view, or because the firm has a comparative advantage in managing those risks and is rewarded accordingly. A process to monitor closely the risks kept in the books is also needed. 

Financial institutions also need  to implement best practice risk analysis and risk measurement to capture accurately the risk exposures. This is the purpose of the market and credit VaR models that should be implemented for all trading businesses. Risk analysis should be complemented  by stress testing and scenario analysis to assess the extent of potential losses during exceptional market crises.

Figure 1:   Steps Towards Integrated Risk Management 




Best practice also calls for having risk management incorporate the use of best practice measures of risk into the processes associated with the day-to-day interaction with their business partners.  For example, risk management should utilize their risk analysis to facilitate a daily trading room risk conference (say 30 minutes) prior to the opening of trading with senior trading management.  This would include distributing automated daily exception reports at the meeting. Risk management should also conduct a weekly (say two hours) risk meeting with their business partners in order to review major risk related business issues.
The RAROC function is a particularly important part of an integrated risk management framework.  One needs to cost effectively manage all businesses on a risk adjusted return basis.  RAROC assigns reserves and allocate economic capital. For example, one should calculate expected losses and the capital charge for each derivative transaction. 

Then, all the pieces are in place to ensure optimal pricing in risk and active portfolio management. Each time a new transaction is considered, one can assess its marginal impact on economic capital and make sure that the pricing is consistent with the target adjusted return on capital.

As pointed out in Chapter 2, financial institutions need to integrate their approach to trading market risk measurement and trading credit risk measurement.  Both are computed from the same market value distribution taken at selected points in time over the life of a transaction.  Accordingly, best practice calls for the trading market risk organizational unit and the trading credit risk organizational unit to be tightly integrated within one firm-wide market risk management function.

One can measure all trading market risk according to a Risk Measurement Unit (RMU) or Value-at-Risk (VaR) methodology (see Chapter 5).  Accordingly, a “best practice” organization should design its own internal trading market risk measurement models in terms of an RMU/VaR measure and seek to obtain regulatory acceptance of these models for the purposes of the BIS 1998 Accord.  Furthermore, financial institutions need to assimilate trading market risk measurement with gap market risk measurement to ensure that market risk is fully integrated and consistent within one overall risk management framework.

2.  Organizing the Risk Management Function 

Three pillar framework

Today many dealing organizations have a decentralized risk management structure that can only handle their current level of trading activities to the bare minimum standard, and risk assessment stays under the direct control of trading desks.  Clearly there is a need to establish a risk management function independent of direct risk takers.  Senior management needs to encourage dealers and risk managers to work together in order to accelerate their efforts toward establishing a more uniform and sophisticated risk management framework. 

Figure 2  Risk Management Framework




The framework can be benchmarked in terms of policies, methodologies and infrastructure.  It also needs to include establishing an environment which is philosophically and culturally attuned to promote best practice risk management.  One needs to develop best practice policies (e.g. trading authorities), best practice methodologies (e.g. RMU and CRMU measures) that protect against losses  while supporting a profitable business, and also a best practice infrastructure (cf. Figure 2).  An independent first class active management of risk, as show in the centre of Figure 2, includes the capability to attribute capital, appropriately price risk and to actively manage the portfolio of residual risks.

2.1  Best Practice Policies 



Figure 3  Best Practice Policies



One need to express  risk tolerance, as illustrated in Figure 3 in terms which are consistent with the Bank’s business strategies.  For example, the business strategy should express the objectives of the financial institution in terms of risk/return targets.  This should lead to setting risk limits or tolerances for the organization as a whole, and for its major activities.

2.1.1  Market Risk Policy

Dealers and risk managers should establish a policy that explicitly states their risk policy in terms of a statistically defined potential “worst case” loss.  In other words, dealers need to have a policy which states how much they are willing to put at risk.  Most major financial institutions are moving toward measuring risk according to a VaR framework which calculates risk based on a probabilistic worst case loss.  

Going forward, banks with sophisticated risk measurement systems will be able to utilize their own internal risk methodology to calculate the required amount of market risk regulatory capital in lieu of the more onerous standardized regulatory approach.  For example, one could develop a policy which conservatively defines a statistically “worst case” loss in “normal markets” as an amount such that there is less than say a 1% probability of losing more than the “worst case” amount in one day.  In other words, one can expect to exceed the statistically defined worst case loss in one out of every 100 business days.

A  simple example will serve to illustrate what we mean by a statistically defined worst case market risk policy for a bond, e.g. a short position in a five year Treasury note.  Typical old-style risk methodologies are based on a simple parallel shift in the yield curve.   One could calculate the amount at risk by assuming that every point along the yield curve shifts downwards in a parallel fashion by some arbitrary amount (say, 1 bp 2 bp or 25 bp).  For example, assume the five year yield to maturity is 6.75% (cf. Figure 4a).  One can arbitrarily assume that the five year yield to maturity declines overnight by 25 basis points from 6.75% to 6.50%.  One could also further assume, as illustrated in Figure 4b, that every point on the yield curve declines in parallel by the same amount, i.e. 25 bp.  This is clearly a simplistic approach since the yield curve rarely shifts in a parallel fashion.

Figure 4a
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A more realistic approach is to calculate a statistically defined worst case risk by taking into account the more complicated non-parallel shifts in the yield curve.  For example, the yield curve could flatten, steepen or invert, (See Figure 5).  Accordingly, the market risk policy should state that one will measure market risk in terms of a statistically defined worst case loss, where the statistically 

defined worst case loss considers both parallel and non parallel shifts in the yield curve, and defines the worst case loss as the loss level below which the probability to realize it is, say, 1%.

2 A bp denotes a basis point, i.e. 1/100th of 1% or 0.0001.

The RMU methodology as will be shown, captures both parallel and complex non-parallel shifts in the yield curve based on actual historical changes in the yield curve. 
2.1.2  Credit Risk Policy

Senior management should adopt a credit risk measurement policy which calls for measuring credit risk for off-balance sheet derivative products according to an analytic approach which is consistent with the one implemented for RMU.  The CRMU approach is an outgrowth of the RMU approach.  The CRMU approach enables one to measure off balance sheet credit risk based on calculating a mark-to-market, or current market risk exposure, and adding future exposure.  This technique will be described in Chapter 7.

2.1.3  Operational Risk Policy

All trading authorities should include a full review of operational risks which implies policies to:

· review the introduction of all new products

· evaluate (or “vet” in the professional language of banking) all pricing models used to value positions by an independent risk management function

 One needs to have confidence that the right mathematical model is being used to value any product.  All product valuation models need to be vetted prior to the kick off of a business when these models are used to mark-to-model a position of illiquid instruments.  

Operational risk has not only to do with testing and validating the models, but also with administrative management of the process to one that all procedures are well documented and followed by the staff, that all relevant documents are well kept, etc.  In Chapter 10 the management of operational risk is presented in detail.

It is worthwhile stating that it was the ability of the traders at Barings to act without authority and detection, that allowed such large losses. The Bank of England report on Barings revealed some general operational risk lessons.  First, management teams have the duty to understand fully the businesses they manage.  Second, responsibility for each business activity has to be clearly established and communicated.  Third, relevant internal controls, including independent risk management, must be established for all business activities.  Fourth, top management and the Audit Committee must ensure that significant weaknesses are resolved quickly.

Senior management needs to ensure that policies are established to ensure transparency in their dealing operations.  It was operational risk which motivated and exacerbated the initial trading losses.  Internal risk control structure should be designed to ensure existence, completeness and accuracy for all transactions via appropriate segregation of duties.

2.2  Best Practice Methodologies

The best practice methodologies, as illustrated in Figure 6, refer to applying the appropriate analytic models to measure market risk, credit risk, operational risk, and so on.  The objective is not solely to measure risk but also to ensure that the pricing and valuation methodologies are appropriate.  

For example, as pointed out in Chapter 2, the Group of 30 (G30) recommended that dealers should value derivatives at market prices.  Further, they recommend that one should quantify market and credit risk based on a Value-at-Risk framework.  Specifically, the G30 recommends that credit risk exposure should be measured based on current plus potential exposure.  

Figure 6  Best Practice Methodologies




Finally, measurement tools should be developed to ensure that one is on the efficient frontier of the risk/reward trade-off.  Toward this end, implementing a RAROC (= Risk Adjusted Return Of Capital) approach is a particularly important priority. Simply put, what you can’t measure well,
                                you can’t manage or price well.  This issue is further discussed in Chapter...

2.2.1 Risk Measurement
Methodology

Dealers and risk managers need to jointly continually upgrade their risk measurement capabilities.

For example, consider now the same example as in the previous section, i.e. a short position in a five year Treasury note, with a yield of 6.75%.  If interest rates were to rise, then the portfolio would gain value.  The value of the portfolio at the current yield of 6.75% is $43.764 million.  Assume further that if interest rates decline by one basis point from 6.75% to 6.74%, then the value of the short position declines to $43.744 million.  Accordingly, the sensitivity of the portfolio is the difference between the value at 6.75% and 6.74%, which represents a loss of $20,000 for the short position.

One could easily upgrade to a more sophisticated system which would capture the effects of level and shape, changes.  Ultimately, one needs to expand the third level measurement approach toward a full RMU measurement methodology which encompasses more intricate risk types, e.g. credit spread, vega related option risk, etc.. This permits a consistent measurement of market risk across all business, units.  Detailed descriptions of the RMU and CRMU methodologies are provided.

2.2.2  Pricing and Valuation Methodologies

The G30 recommends that one should take the mid-market price of the trade less the sum of the expected credit loss and the going forward administrative cost when valuing a perfectly matched derivative transaction. Accordingly, one needs to analyze the reasonableness of one’s approach to estimating an expected credit loss.  The G30 also suggests additional adjustments for close out costs (i.e., “eliminating” market risk) as well as investing and funding cost.

One needs to develop the appropriate techniques to value derivatives in a highly illiquid market.  In other words, one needs to differentiate valuing a transaction where one has only limited price discovery from valuing a transaction where one has reasonable price discovery.  For example, one would observe limited price discovery for long tenor (e.g., a 10-year option on a 20 year swap) and highly structured derivative transactions. This necessitates assumption-driven valuation methodologies (e.g., constructing the term structure of interest rates beyond ten years) that normally require use of mark-to-model techniques.  The need to make assumptions for illiquid transactions typically forces one to accept a wider range of reasonable valuations. The attributes of the selected model become highly important in terms of the ultimate value placed upon an illiquid derivative position.  A wider range of values impacts the calculation of the average expected and average unexpected credit risk exposure levels (which in turn is utilized to establish the projected level of loss).

2.2.3  Accounting for Portfolio Effects

If one prices risk at the transaction level, without considering portfolio effects across the entire organization, then one would price in more risk than is necessary.  Accordingly one needs to consider the practical difficulties of the more complicated task of pricing in risk at the portfolio level (versus the relatively simpler task of pricing in risk at the transaction level).

Figure 7  Capital Allocation Portfolio 




If portfolio effects are taken into account then one can calculate the required economic capital for the entire organization.  Economic capital is attributed as a function of risk and is sometimes referred to as risk capital.  The economic capital required at higher organization levels, as illustrated in Figure 7, is less than the sum of the economic capital across organizational units required at lower levels.  Economic capital should be compared across organizational levels and within each level (e.g., across products).  A portfolio based risk measurement system incorporating correlations can assist an organization in understanding its risk profile not only by counterparty but also for the organization as a whole.  For example, a well designed portfolio risk measurement approach enables one “to slice and dice” risk (the vegematic approach) vertically and horizontally across an organization to facilitate the pricing of risk.

2.3  Best-Practice Infrastructure


Figure 8



Figure 9


 
One can appreciate the importance of infrastructure by considering a situation in which policies and methodology have been developed but where there is no infrastructure to make them work.  Infrastructure is expensive and time consuming to construct.  The first and most important component of one’s infrastructure is people (Figure 8).  Firms need people with great skills rewarded with fair and reasonable compensation- who have to be trained, or recruited, and motivated.  Given the right environment and support, it is people who make everything else happen.  Best-practice risk measurement cannot be derived solely from a complex analytical black box-management judgement will always be a significant input.  Data integrity provides an important competitive advantage, as it is necessary to translate market data into risk management information for both transaction-makers and policy-makers.  Finally, a key goal, critical to the successful management of risk, is to integrate risk management operations and technology.

Risk Management System

This increasing complexity and variety of today’s financial instruments in an increasingly volatile financial market have made the development of best-practice risk management systems to manage risk an important task.  Advanced analytical techniques combined with sophisticated computer technology creates new-value-added possibilities for financial risk management.  A best-practice risk management system is an integral component of a comprehensive risk management program, and financial institutions are utilizing sophisticated computer technology to accelerate their efforts to establish best-practice risk management.  The most important effects of this acceleration are increasing competition, shortened time horizons for the development and distribution of  financial products, and the overall need to maintain a rational and consistent risk management approach.

The new, integrated risk management systems technologies are enabling more effective risk management for institutions.  Defining and measuring risk in an integrated fashion is the key to controlling it.  One needs to find some way of integrating technology for the purposes of implementing effective risk management systems.  A typical problem is the fragmentation of existing systems such that one cannot easily communicate across them (the “islands of automation” problem).

Many risk management systems are developed to perform unique functions, and in some cases the functions may overlap.  This causes redundancy, expensive processing and increased costs, as each system must be supported separately.   The new technologies can facilitate the development of optional firm-wide risk management support applications. The implementation of an integrated risk management system will enable one to maintain a competitive advantage by allowing the firm to monitor and manage all of its risk on a global basis.

2.4
Integrated Goal Congruent Risk Management Process

An integrated Goal-congruent risk management process that puts all the elements together, as illustrated in Figure 9, is the key that opens the door to an optimal firm-wide management of risk. “Integrated” refers to the need to avoid a fragmented approach to risk management.  Risk management is only as strong as the weakest link.  “Goal-congruent” refers to the need to ensure that policies and methodologies are consistent with each other.  One goal is to have an apple-to-apple risk measurement scheme so that one can compare risk measurement scheme so that one can compare risk across all products and aggregate risk at any level

The end product is a best-practice management of risk whose actions are consistent with business strategies.  This is a “one firm, one view” approach, which also recognizes the specific risk dynamics of each business.
3.  Data And Technological Infrastructure

3.1
Introduction


Figure 10  Opening Up New Value Added Possibilities
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Figure 11  Key Features of Best Practice Risk
                  Management System




The increasing complexity and variety of today’s financial instruments in an increasingly volatile financial market have enhanced the need to develop best practice risk management systems to manage risk.  For example, advanced analytical techniques combined with sophisticated computer technology open up new value-added possibilities, as illustrated in Figure 10, for financial risk management.  A best practice risk management system is an integral component of a comprehensive risk management program, to accelerate their efforts toward establishing best practice risk management. The most important causes of this accelerated effort are increasing competition, shortened time horizons for the development and distribution of financial products, and the overall need to maintain a rational and consistent risk management approach. Indeed, failing to have accurate measures of risk can seriously distort the business judgment of a financial institution. The key features of an effective risk management system are shown in Figure 11.  An effective Risk Management System needs to be able to generate the necessary rise M IS to provide a comprehensive inclusion of risks.  A Risk Management System should also be able to perform specific functions, as well as allow for multi-tasking.  Clearly, one also needs well designed back up/retrieval capabilities, as well as hands extreme market movements.  The system will allow for easy integration of new applications and platforms, but yes provide a balance between management control and flexibility.  The system should be able to operate a high speed as well as encourage a single learning curve for professional.

Implementing a best practice risk management system is a necessary condition for implementing an optimal firm wide risk management program.  The panels in Figure 12, (which build on the features introduced in Figure 11), imply that having a first class risk management system is a necessary condition for an optimal return versus risk profile. 

Figure 12  Enhancing Return Versus Risk




3.2
Information Technology Architecture

Figure 13  Risk Data Warehousing
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The risk management system needs to be supported by an information technology (IT) architecture that is utilized in all of the company’s information processing.  The IT architecture is essentially a set of standards and guidelines (input from business principles) that should be adhered to while making technological decisions. The logic behind developing an IT architecture in terms of standards and guidelines is simple. If business principles drive the organizational requirements for technology (and if standards and guidelines are developed in support of the business principles) then it follows that technological investments that adhere to these standards and guidelines will automatically support the business principles. The IT architecture can be thought of as a collection of sub-architectures that support each entity within the firm.

The design of the IT infrastructure should optimize the exchange of information between each entity within the firm.  IT architecture deals with many units engaged in different activities supporting different products.  All should be operating within viewer a unified framework. Each additional activity should be analyzed by its marginal contribution to return a risk of the overall organization.  One should seep economies of scale in data management (and storing) statistical analysis etc.  An application architecture establishes the technical, functional, and operational characteristics of application systems, their construction and use. A data architecture (e.g., say object-oriented) deals with the establishment of an environment where all information can be accessed and understood by all associates. The organization architecture deals with the responsibilities and interrelationships necessary to ensure the comprehensive information interchange between parties. A complete risk management system approach is not a “standalone” aggregate of applications, data, and organization but instead is spawned from a well thought out IT vision.

The IT design (shown in Figure 13) clearly needs to consider the means by which the key risk management information is gathered from the various internal and external systems into a Risk Data Warehouse. Furthermore, it needs to consider how the key risk management information changes over time. The information can be static (e.g. contractual details of a transaction such as the coupon of a corporate bond) or dynamic (e.g., market information such as daily closing prices). A key to getting information to make good risk management decisions is to ensure that the IT design has neither platform constraints nor operating systems constraints to obtaining risk management data.

Attempting to calculate and manage risk on a global basis requires centralized control of algorithms and immediate access to large amounts of risk management data. The risk management data include both historical statistics and current risk characteristics for each transaction in every portfolio.  The problem increases in complexity when one considers that trading units are typically dispersed among markets in multiple time zones. Centralizing the risk calculation and providing immediate access to data means that an organization must develop an architecture made up of best in class database and communication technologies. 

3.2.1
Distributing Risk Management Data

Figure 14  Distributed Database Technology with Interconnected
                     Servers
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A distributed database approach is typically used to distribute risk management data.  Distributed databases promote the distribution of data and decision making to regional sites (e.g., New York, Toronto, London, Singapore, Hong Kong and Tokyo).  Distributed databases allow concurrent access to two or more remote databases. Client-server architectures allow users at workstations to see remote access as local access to a single database. Thus, a distributed database enables an organization to store data on the network wherever it is most economical. Clearly, one can have an integrated single logical database that is composed of different multiple physical databases. It also avoids having to stage the data at each remote database server. As a result, an overseas office can request information on any financial instrument from other sites and need not know about all global portfolios that the firm maintains. This location transparency enables an organization to adopt a low-cost solution to providing risk management data for risk related decision making.

Clearly risk management information should be distributed by utilizing a best practice database technology. For example, as shown in Figure 14, one can design a distributed database technology with interconnected servers to distribute risk information. This distributed database technology reduces concerns regarding the storage location of risk management data. Distributed risk management information becomes particularly important when the firm operates on a global basis. 

3.3
Risk Management Systems Integration

The new integrated risk management systems technologies are enabling more-effective risk management for institutions. As discussed in the April 10, 1993, Economist,  defining and measuring risk in an integrated fashion is the key to controlling it. One needs to find some way of integrating technology for purposes of implementing effective risk management systems. A typical problem is the fragmentation of existing systems such that one cannot easily communicate across systems (the islands of automation problem). Many risk management systems are developed to perform unique functions and in some cases the functions may overlap. This causes redundancy, expensive processing, and increased cost, as each system must be supported separately. The new technologies can facilitate the development of optimal firm wide  risk management support applications.  The implementation of an integrated risk management system will enable one to maintain a competitive advantage by allowing the firm to monitor and manage its risk on a global basis.

A major advantage of an integrated risk management system is the reduction of data risk (see Chapter 10 for operations risk).  These integrated systems are highly effective in cutting a firm’s fixed costs, efficiently processing deal data at very high speeds and reducing the cost of human resources and paper.  These integrated systems allow one to perform risk management analysis, position trades, estimate best hedges, calculate a simulated P&L, and obtain risk management information.

Advanced information technologies can provide an integrated infrastructure to help in identifying, measuring, and monitoring financial risk.  For example, monitoring of global investment portfolios in an integrated manner is now made simpler by distributing the task at a number of worldwide locations and integrating the results using advanced communication technology and object-oriented database systems.  Computing power has increased by several orders of magnitude.  For example, computing power is readily available in the form of RISC-based (reduced instruction set computing) workstations.  In addition, parallel processing and supercomputing capabilities have fundamentally changed the scope of the models that can be solved.

3.3.1
Tiered Risk Management System

One should be able to select a suitable three tiered risk management system to integrate the front office, middle office, and back office.  The middle office handles functions that are becoming increasingly significant, such as risk management, monitoring key trades, pricing deals, etc.  The back office performs routine functions such as recording the amount of interest paid, maintaining tax accounting information, performing regulatory reporting, etc.  The new trading platform technologies are being reengineered and reconstructed to integrate the front and back office with the middle office.  In particular, the new trading platform technologies offer competitive advantages since they are both efficient (e.g., cost-cutting) and effective (i.e., generating revenue).  

Figure 15A
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Figure 15B
Risk Data Warehouse
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Figure 15C
Work Group Computing Environment
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One needs to ensure that enterprise-wide risk management computing is capable of running on centrally located hardware (e.g., as illustrated in Figure 15A). One also needs to ensure that the risk management database (e.g., say a UNIX-based database) can store extracted data and allow for interactive unscheduled (interrupt functionality) access (as illustrated in Figure 15B). Also, one needs to establish an effective and integrated workgroup computing environment (as illustrated in Figure 15C).  The workgroup computing environment supports risk management end users, policymakers, and application developers.

Figure 16  Three Tiers to an Integrated Risk Management
                   System
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Finally, as illustrated in Figure 16, one needs to ensure that the corporate networks connect all three risk management tiers. The risk management tiers and multiple systems platforms interconnect in order for risk management data to be exchanged.  The corporate network connects all the tiers by allowing software and data to be easily transferred through the network.  Multiple users at different organizational levels should have easy access to risk software applications, data, and reports.

Data integrity is an important competitive advantage.  One needs to translate transaction and market data into risk management information, both to transaction makers and risk managers.  One also needs to ensure that deal data entering the system are accurate and complete.  A key task is to organize the necessary risk management data (transmitted to the risk management system from multiple legacy systems) into a common format (data dictionary).  One needs to install advanced risk management software in order to facilitate integration.  For example, object-oriented programming languages (such as C++), (reference Appendix 1) have gained acceptance for helping to integrate one’s risk management software development.

3.4
Conclusion

Financial institutions should develop a Risk MIS infrastructure as a critical foundation to meet their risk management goals.  The risk management system should be designed to support the transportation and integration of risk information from a variety of technology platforms as well as from multiple internal and external legacy systems. Information should be delivered to the risk management system from world-wide regions.  The risk management infrastructure, similar to a highway system, enables these legacy systems to transport any information without continuously building new roads.

A Risk Warehouse should be populated daily with transaction and market information. The transaction information should be reconciled daily to ensure that an accurate measure of market risk is being reported. The Risk Warehouse should also store a time series of market data in its financial database. 

The risk reports should be generated daily by an analytic engine that has been designed within the risk management system. The analytic engine should be built with a flexible architecture to accommodate the going forward requirements of new advanced risk measures. One should be able to focus on the risk of any business in three dimensions using the interactive capabilities of the risk management system.

A risk management capability for an institution requires it to invest in an integrated risk management system.  An integrated risk management information system can: (1) develop and distribute financial instruments quickly; (2) aggregate risks across the institution; and (3) supply transaction personnel with information on limits as well as return to risk expectations.  Transaction and risk managers can calculate risk in VaR terms (e.g., RMUs) and provide value added business information (e.g., provide optimal hedges).  One can create global strategies, which can be managed on a transaction and overall portfolio level.

A major challenge is to integrate one’s existing risk management systems with the new trading platform technologies. Financial institutions need to make substantial and significant investments in their computer technology in order to provide their clients and traders with the speed and analytics necessary to monitor trades and perform risk management.

4.
Market Risk Reporting And Auditing

One needs to have standards that will govern risk reporting.  This would include the establishment of risk authorities as well as the independent monitoring of those authorities.  Standards are needed to ensure a consistent approach across trading activities.  

First, we discuss risk management roles and responsibilities.  Second, we describe standards for risk authorities.  Third, we provide standards for limit design. Fourth, we provide standards for monitoring. Finally, we briefly discuss the role of Audit.

4.1
Roles and Responsibilities 

Market risk roles and responsibilities should be understood at all levels of the bank.  An independent market risk management function should develop risk policy and monitor adherence to such policy.  A knowledgeable internal audit function, as we will describe later in this chapter, should provide an in-depth assessment of internal risk management controls (including those controls over the risk management function).

If one examines corporate governance for market risk in best practice institutions then one finds that a subcommittee of the Board of Directors (say a Risk Management and Conduct Review Committee) reviews and approves risk management policies based on recommendations by management at least annually.  One also finds that a senior operating policy committee (say an Asset/Liability Management Committee) is responsible for determining the extent of financial risk to be accepted by the Bank as a whole.  The Asset/Liability Management Committee, (ALCO) is typically responsible for establishing, documenting and enforcing polices that involve risk (such as liquidity, interest rate, foreign exchange, etc.).  ALCO is also responsible for the delegation of market risk limits to the President and Chief Risk Officer. ALCO would also ensure that there is an infrastructure required to support market risk management objectives.

The Chief Risk Officer is responsible for risk management strategy, policies and governance.  ALCO delegates to the Chief Risk Officer the authority to make day-to-day decisions on its behalf, (including the authority to extend business unit mandates beyond their annual renewal date until it is convenient for ALCO to review them) and to approve excesses of limits provided that they do not breach overall risk limits approved by the Board (i.e. the Risk Management and Conduct Review Committee or the Board).

A business level Risk Committee would be responsible for ensuring that the desired risk/reward tradeoffs are successfully managed.  The committee should manage design issues that set out how risk will be managed (reflecting the agreed relationship between the business and risk management).  The committee should also approve policies applicable to the appropriate measurement and management of risk and provide a detailed review of risk limits for trading and credit authorities.

4.1.2
Interdependence

There is a considerable interdependence for managing risk as illustrated in Figure 17.  Senior management approves business plans & targets, sets risk tolerances, establishes policy and ensures performance.  Trading room management establishes and manages risk exposures. Trading room management also ensures timely, accurate and complete deal capture and signs off on the official profit and loss statement.

Figure 17  Interdependence for Managing Risk
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Operations independently books trades, settles trades, as well as reconciles front & back office positions. Operations also prepares and decomposes daily P & L.  Operations is also responsible for providing an independent mark to market and supports business operational needs. Finance develops valuation and finance policy, ensures integrity of P & L (including review of independent valuation process).  Finance also manages the business planning process as well as supports business financial needs. Risk Management develops risk policies, monitors compliance to limits, manages ALCO process, vets models, spreadsheets, and provides independent view on risk. Risk Management also supports business risk management needs

4.2
Standards  for Risk Authorities

If one examines best practice institutions then one would find written standards related to the policies and procedures governing trading activities.  These would include how one approves products as well as how one establishes market risk limits.  This would also include standards which calls for a formal review of both the market risk exposures as well as the analytic methodology used to calculate market risk exposures.  One would also establish procedures for approving limit exceptions.

4.2.1
Business Unit Mandate

The process for developing and renewing authorities should be explicit.  For example, business unit mandates should expire one year after they are approved by ALCO.  The senior risk officer may approve an extension of an authority beyond one year so as to accommodate ALCO’s schedule.  There must be a balance between ensuring the business has the limits to meet its business goals and maintaining overall risk standards (including ensuring that limits can be properly monitored). Key infrastructure and corporate governance groups must be consulted in preparing a business unit’s mandate.  Consequently, the business unit mandate must be prepared through a partnership between the business and risk management.  Risk management should work with their business partners early in the process of developing a business unit mandate so as to ensure that it meets risk committee’s expectations.

The format for obtaining approval of a business unit mandate should be standardized. First, one would provide an overview of the presentation including the decisions requested from the senior policy committee.  Second, one would provide an update on the business: This would include the impact of key achievements, a risk profile as well as a description of the new products (or activities) that may affect risk profiles.  Third, one would provide an update on key initiatives. Fourth, proposed risk limits should be provided.  This would include historical usage of current limits as well as current and proposed limits, and an impact analysis of fully utilizing the limits on liquidity and capital.  Fifth, one would describe the operational risk.  This would include the impact of any finance, legal, compliance and tax issues that may affect risk profile of the business. 

4.2.2
Delegation Process for Risk Authorities 

The Risk Management & Conduct Review Committee of the Board should approve the risk appetite each year and in turn delegate authority to the CEO as chair of ALCO.  ALCO should approve each Business Unit Mandate (say, annually). ALCO also approves the impact of each mandate on the market risk appetite and in turn delegates the market risk authority to a business driven Risk Committee.

The Risk Committee provides a detailed review & approval (say, annually) of each Business Unit Mandate.  The committee also approves the impact of each Mandate in terms of the respective risk limits, and delegates these limits to a Chief Risk Officer.  The Chief Risk Officer is responsible for independent monitoring of limits (as well as may order positions reduced for market, credit or operational concerns), and delegates to the Head of Global Trading.

The Head of Global Trading is responsible for risk and performance of all trading activities, and in turn delegates limits to the Business Manager.  The Business Manager is responsible for risk and performance of the business and in turn delegates limits to the traders.

This delegation process is summarized in Figure 18.

Figure 18
 Delegation Process for Market Risk Authorities
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Once the authority is approved then there should be a process for further delegation and allocation of limits.  Business unit managers are expected to sub-delegate limits to business line mangers.  Business line managers are expected to sub-delegate limits to Regional Head Traders or Chief Traders.  Regional Head Traders or Chief Traders are expected to sub-delegate limits to Desk Heads.  Desk Heads are expected to establish appropriate limits for any traders working for them.  Independent monitoring of limits is generally done to the desk level.

4.3
Standards for Limit Design

Let’s next examine best practice standards for market risk limit design.  One should measure market risk using a VaR style risk measure based on a common interval and appropriate time horizon.  Market risk limits should control risk arising from absolute price change (or rate change) as well as changes in delta, gamma, volatility (vega), time decay (theta), basis, correlation; discount rate (rho), etc.  One should also have policies to address exposure to liquidity risk, (especially for illiquid products).  One should also include stress and scenario analysis to deal with extreme volatility in the market.

One should have both Tier 1 and Tier 2 limits.  Tier I limits should include a single overall VaR limit for each asset class (e.g. say a single limit for interest rate products).  One should also have a single overall stress test limits and cumulative loss from peak limits.  Tier II limits should include authorized markets/currencies/instruments, and concentration limits (e.g., by maturity, region, etc.)  All risk limits should be consistent with standards for risk limits that are proposed by risk management and approved by the Risk Committee.  Limits should balance the need of the business to meet its financial targets with the responsibility to be prudent and realistic given past use of limits. The Tier I limits should generally be set at a level such that the business in the normal course of their activities would have exposures of about 40% to 60% of its limit in normal markets.  Peak usage of their limits, in normal markets, should be based on exposure at 85% of limit.  The actual and proposed limits should be based on an evaluation of the Bank’s tolerance for risk as well as the risk management’s ability to provide timely and accurate reporting on relevant risk, and historical usage of  risk limits.  Further, one needs to consider the past performance of the business unit in terms of past profitability and future plans for the business.

A consistent limit structure facilitates being able to consolidate risk across the trading floor.  If one has a common language of risk for Tier II limits then they can become fudgible across business lines.  Nevertheless, such transfers would require the joint approval of the Head of trading and  the Chief Risk Officer.  Finally, implementation of the VaR RMU style measurement will allow banks to use an internal model for capital adequacy purposes rather than the “building block” approach required by BIS.  

4.4
Standards for Monitoring Risk

One needs to clearly examine processes and systems for monitoring risk.  Accordingly, let us next examine best practice standards for monitoring risk.  Positions should be marked to market daily.  Assumptions used in models to price transactions and to value positions should be independently verified. Daily profit and loss statements should be prepared by units independent of traders and provided to senior management (who do not themselves trade).  There should be timely and meaningful reports to measure compliance to policy and to trading limits.  There should be a timely escalation procedure for exceptions to limits.  The variance between actual volatility of portfolio value and that predicated by market risk methodology should be evaluated.  Stress simulations should be done to determine the impact of market changes on P & L.

One needs to establish a set of standards for data used in limit monitoring.  First, the source of data needs to be independent of the front office.  Second, the data needs to be reconciled to the official books of the bank in order to ensure its integrity. Third, data feeds need to be consolidated.  Fourth, the data format needs to allow risk to be properly measured (say using RMU’s).

Figure 19  Limit Excess Escalation Procedure




One needs to distinguish between data standards for monitoring Tier I limits and other management information.  A key requirement for monitoring Tier I limits is to ensure that information on risk exposure is developed independent of traders. In the short term, for certain types of analysis where timeliness is the key requirement, one may be forced to utilize front office systems as the most appropriate sources.  Further, real time measurement, (such as monitoring intra-day exposures), will often have to come from front office systems.

Business needs to advise risk management before an excess occurs.  Risk management, as illustrated in Figure 19, should immediately put any excess on a daily Tier I or Tier II exception report with an appropriate explanation & action for the Tier I excess. The Head of Risk Management may authorize use of a reserve (say 10%). 

Risk Management should report all limit excess on an exception report tabled at say a daily meeting of the trading Room.   There is no discretion to exclude excesses from the daily excess report.  The report should distinguish between Tier I and Tier II limits.  An excess results when a Tier I or II limit has been exceeded.  An alert results when an exposure is at, say, 85% or above a Tier I or Tier II limit.  A warning results when either there are operations or other business concerns that prevent a limit from being properly monitored or there are activities that that are not captured in limits.  It is expected that Tier I excesses are cleared or corrected immediately.  Tier II excesses must be cleared or approved within a relatively short time frame, say a week.

The Chief Risk Officer, jointly with the head of business, can petition ALCO for a Tier I excess and the Business Level Risk Committee should be notified.  One should either approve Tier II excesses or order them to be cleared.  If risk management is advised of a planned excess then it should be more likely that an excess will be approved.  Any excess should be placed on a daily Tier I or Tier II exception.

4.5
Role of Audit

A key role of audit is to provide an independent assessment of the design and implementation of the risk management process .  This would include examining the process surrounding the building of risk models, the adequacy and reliability of the risk management systems and especially, compliance with regulatory guidelines.

4.5.1
Scope Of Work

Audit should provide an overall assurance on the adequacy of risk management processes.  A key audit objective should be to evaluate the design and conceptual soundness of both the VaR measures (including the methodologies associated with stress testing) and back testing of these VaR measures.  Audit should also evaluate the soundness of the Risk MIS System (such as the processes used for coding and implementation of the internal models).  This should include examining the controls over the position data capture within Risk MIS, (that feed into the models), as well as the controls over the parameter estimation processes (for example, within a financial rates database).  Audit responsibilities typically would consist in providing assurance on the design and conceptual soundness of the financial rates database utilized to generate the parameters which are put into the VaR analytic engine.  Audit would typically also review the adequacy and effectiveness of the processes for monitoring risk, the project progress versus plan to upgrade say a risk management system, the adequacy and effectiveness of application controls within Risk MIS, and the reliability of the vetting processes.  Audit should also examine the documentation relating to compliance with the qualitative/quantitative criteria outlined in regulatory guidelines.  Audit should comment on the reliability of the value-at-risk reporting framework.

4.5.2
Regulatory Expectations

The Regulatory guidelines typically call for Internal Audit to review the overall risk management process to address the adequacy of documentation, the effectiveness of the process, the integrity of the risk management system, the organization of the risk control unit, the integration of risk measures into daily risk management, etc.  

Regulatory guidelines typically also call for auditing to address the approval process for vetting risk pricing models and valuation systems used by front and back-office personnel, the validation of any significant change in the risk measurement process, and the scope of risks captured by the risk measurement model.  Regulators also require that Internal Audit examine the integrity of the management information system and the accuracy and completeness of position data.  Audit should verify the consistency, timeliness and reliability of data sources used to run internal models, including the independence of such data sources.  An important role is to examine the accuracy and appropriateness of volatility and correlation assumptions as well as the accuracy of the valuation and risk transformation calculations.  Finally, Audit should examine the verification of the model’s accuracy through an examination of the back-testing process.

4.5.3
Statement of Audit Findings

If all is well from a risk management perspective, then audit should state that adequate processes exist for providing reliable risk control and to ensure compliance with local regulatory criteria (e.g., the 1998 BIS Capital Accord).  For example, Audit’s conclusions should be that 1) the risk control unit is independent of the business units; 2) the internal risk models are utilized by business management; and 3) the bank’s risk measurement model captures all material risks.

Further, if all is well then Audit should state that adequate and effective processes exist:  4) for risk pricing models and valuation systems used by front and back-office personnel; 5) for documenting the risk management systems and processes; 6) for validation of any significant change in the risk measurement process; 7) to ensure the integrity of the Risk MIS; 8) for the position data capture and positions not captured do not materially impact risk reporting; 9) for the verification of the consistency, timeliness and reliability of data sources used to run internal models, and the data sources are independent; 10) for ensuring the accuracy and appropriateness of volatility and correlation assumptions; 11) for ensuring the accuracy of the valuation and risk transformation calculations; 12) for the verification of the model’s accuracy through frequent back-testing.

5.
Establishing Risk Limits For Gap And Liquidity Management

5.1.
Introduction

Asset/Liability Management (ALM) can be defined as a structured decision-making process for matching and mismatching the mix  of assets and liabilities to maximize net worth while assuming reasonable amounts of gap and liquidity risk.   Simply stated, the objectives are:


to stabilize net interest income (accounting earnings)


to maximize shareholder wealth (economic earnings)


to manage liquidity.

Gap market risk arises from directional risk (mismatch risk of the interest rate sensitivity of one’s assets and liabilities), spread risk and options risk embedded in the gap. The amount of gap market risk is related to the extent to which net interest income and price changes are a function of a change in rates.  Liquidity risk refers to the risk that the bank would be unable to generate a sufficient cashflow to meet financial obligations. 

ALM involves intentionally mismatching the maturity/repricing mismatch of assets and liabilities for profit  while assuming a reasonable amount of risk.  For example, instead  of waiting for new deposits , banks often make long term corporate loans then borrow short term wholesale money.  This is normal management practice.  A principle source of gap market risk comes from “riding the yield curve”.  For example, gap carry profits are created by carrying an asset further out on a positively sloped yield curve than the liability funding the asset.  Positive gaps are created by having more assets in a specific maturity bucket than liabilities.  A negative gap in a short maturity bucket will benefit from declining rates, while a positive gap in a short maturity bucket will benefit from rising rates. Gap carry profits are locked in until the first liability repricing date.

5.2.
Gap Market Risk

Gap market risk can be viewed from two distinct perspectives: accounting and economic.  The former focuses on the impact of changing interest rates on reported net interest income.  Specifically, earnings risk in the near term can be observed through the income statement and through the quality of the balance sheet.  The economic perspective looks at the impact of changing interest rates on the market value of a portfolio.  In other words, the focus is on the risk to the net worth of the bank arising from all interest-sensitive positions.  Generally the risk from an economic perspective cannot be observed through accounting flows.

The accounting (or book value) perspective in a stable interest rate environment is precisely the same as the economic (or market value) perspective. From an economic perspective the capital (i.e., market value of the bank) changes substantially, reflecting the present value of the negative cashflows. Clearly, there is no change in market value or net interest income in a stable interest rate environment.  The position is quite different in a volatile interest rate environment.  For example, net interest income is at risk due to the interest rate mismatch embedded in the gap.

5.3
Gap Market Risk RMUs

Techniques utilized to measure gap market risk range from static gap analysis, through duration analysis, to VaR type approaches.  The evolution of gap risk assessment beyond the traditional static gap approach is similar to the evolution of trading risk assessment.  It typically proceeds from the lowest level where gap market risk is measured through a static gap approach to higher levels where gap market risk is measured through an RMU style VaR approach.

A static gap analysis normally looks at the nominal amount of the tactical and strategic gaps and determines if they are appropriate for the perceived reward/risk trade-offs.  The “tactical gap” typically represents the combined gap position within one year.  The “strategic gap” represents the combined gap position beyond one year.  The “contractual gap” refers to the net gap position for assets and liabilities with defined maturity dates. It is often difficult to determine maturity for non-contractual balances.  For example, “core balances” typically refer to the stable portion of non-maturity balances projected to remain on the balance sheet for extended periods.

One can calculate a gap RMU in a similar way to the RMU for a trading book.  For example, assume one’s balance sheet position consists of a three-month eurodollar-based liability and a six-month eurodollar-based asset (a liability-sensitive balance sheet).
One can think of the gap market risk as having the equivalent market risk of a hedging portfolio which fully hedges away the gap market risk.  For example, one can hedge the unmatched portion of a three-month asset starting three months from now with buying a 3 x 6 forward rate agreement.  Accordingly, the gap RMU of this position can be viewed as the worst-case change in value for the FRA. 

5.4
Transfer Pricing Rules For Match-Funding A Unit (TPRMU)

5.4.1
Framework

One needs to develop a best practice Transfer Pricing System (TPS) in order to properly characterize the gap market risk (managed by, say, the Corporate Treasury function).  There is no single right answer for building a best practice TPS.  Nevertheless, certain properties of a TPS are more optimal than others. Specifically, one needs to establish Transfer Pricing Rates (TPR) for a variety of complex products: indeterminate maturities (e.g., demand deposits), options features (e.g., consumer loans with caps), basis risk (e.g., prime based loans), etc.  This section provides a flavor for an optimal framework for a TPS. Specifically, this section provides a best practice TPS articulated in terms of the ten commandments of transfer pricing.

A best practice TPS should have a clear statement of purpose. A typical statement of purpose  would include calling for the TPS to be designed to decentralize decision-making. For example, business units should not typically concern themselves with funding issues. In other words, typically the TPS should be utilized to measure the net interest contribution of a business based on factors that are within their control and against a single standard.  The TPS should be used as a guide to business behavior in a manner consistent with a financial institution’s business objectives and risk management practices. For example, the TPS should be credible, comprehensible, practical implementable and completely embraced by senior management. 
5.4.2
The Ten Commandments Of Transfer Pricing

Figure 20:  Schematic Representation of the Ten Commandments
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A schematic representation of the ten commandments of transfer pricing is illustrated in Figure 20. The roman numerals refer to the respective commandments.  Neither regulators nor practitioner working groups have provided any positions papers which serve to define a best practice TPS.  One can observe in the upper right hand corner that a best practice TPS provides business units automatic protection from both directional risk (Commandment I) and major options risk (Commandment II), but does not include providing protection for credit risk or volume risk. The TPS does not automatically provide protection against spread risk (Commandment III) unless the risk is hedgeable.  A TPR best practice is based on a marginal pricing (Commandment IV) as opposed to average pricing.

Further, a base practice TPS does not confuse liquidity pricing issues with transfer pricing issues.  In other words, liquidity credit/charges are kept outside of the TPS (Commandment V). A best practice TPS is designed to reflect the profitability that can be achieved by the institution (Commandment VI) and is impervious to arbitrage (Commandment VII).  A well designed TPS is global in scope (Commandment VIII), and is based on the institution’s specific (inclusive of country specific dynamics) yield curve (Commandment IX).  Most importantly, a well designed TPS reflects the true economics (Commandment X).  The TPS should be reviewed periodically, and be goal congruent with other measurement systems (e.g., liquidity pricing system).  Finally, a best practice the TPS is internally consistent and is, not used to send directional signals nor change the rules to avoid the sins of the past.

The ten commandments of transfer pricing can be summarized as follows:

I.
Units shall be protected from directional risk.

II.
Units shall be protected from significant options risk.

III.
Units shall not be protected from basis (spread) risk, unless the risk is hedgeable and the units pay for the hedge based on current market rates and for an agreed volume.

IV.
The Transfer Pricing Rate (TPR) will be based on minimizing spread volatility, while striving to price at the margin.

V.
The Transfer Pricing (TP) rules for match-funding a unit shall be determined by interest rate sensitivity.

VI.
The Transfer Pricing System (TPS) shall reflect the profitability that can be achieved by the institution.

VII.
The TPS shall be impervious to arbitrage.

VIII.
The TPS shall be global in scope.

IX.
The TPS shall be institution-specific.

X.
The TPR shall be determined solely by the true economics of the transaction and the TPS shall be explicit, consistent and goal congruent.

5.5
Liquidity Rank Measurement Units (LRMUs)

One should not confuse interest rate sensitivity with liquidity.  The placement of items into an interest rate gap (designed to capture interest rate sensitivity) should be based upon the earlier of the maturity or repricing frequency.  In contrast, the placement of items into a liquidity gap allocates items based on the contractual maturity.  For example, a three-year fixed-rate loan has an interest rate sensitivity of three years and a liquidity maturity of three years.  A variable-rate, three-year loan priced off six-month libor has an interest rate sensitivity of six-months and a liquidity maturity of three years.

One should quantify a business unit’s impact on institutional liquidity through utilizing a well developed liquidity measurement system.  One needs to develop a “directionally correct” liquidity quantification scheme. A liability gathering unit should be credited for supplying liquidity, and an asset generating unit should be charged for using liquidity   For example, as illustrated in the a funds source spectrum, depicted in Table 1, one should assign a higher liquidity credit for “stable funds” than “hot funds”.  “Hot Funds” are funds that are supplied by depositors (e.g. dealers) that could be quickly removed from the bank in the event of a crises.  In table 1 sources of funds are ranked by their liquidity.

Table 1  Funds Source Spectrum
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One can illustrate the key features of a best practice liquidity quantification scheme through a simplified version of a liquidity ranking process. The liquidity ranking process should enable one to quantify actual credit/charges.  In other words, a liquidity ranking process should enable one to compute the degree to which a business unit is a net supplier or net user of liquidity.  Liquidity could be quantified along a symmetrical scale (say from -5 to +5) which enables one to compute a business unit’s liquidity score through a ranking and weighting process.  The ranking and weighting process would enable one to more objectively derive the number of liquidity rank measurement units (LRMUs) against which a business unit will be evaluated (equivalent to a report card concept).  This quantification scheme would enable one to determine the amount of liquidity in the system as well as allow one to aim for a desirable quantifiable level of liquidity.

A liquidity scale (reference Scale A in Table 2) can be designed to rank liquidity providers in terms of the degree to which their transactions provide the highest level of liquidity (best gets say +5) to the degree to which their transactions provide the lowest level of liquidity (worst gets say +1). Similarly, one can rank liquidity users (reference Scale B in Table 6) in terms of the degree to which their transactions use the lowest level of liquidity (best gets say -1) to the highest level of liquidity (worst gets say -5).  The liquidity scale should include a 0 rank.

Table 2  Liquidity Scale
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The LRMUs attributed to a product is determined by multiplying the dollar amount of the product by its rank.  The LRMU approach allows one to easily arrive at a business unit’s net liquidity  calculation through a directionally correct ranking and weighting process.  For example, if business unit XYZ is both a supplier and a user of liquidity then one would need to make a net liquidity calculation.  If we assume, in our example as illustrated in Table 3, that business unit XYZ supplied $10mm of the most stable liquidity, $3mm of the next most stable and so on, then a total credit of 94 (observe that 94 equals 10x5+4x3+3x6+2x5+1x4) would be assigned. Similarly, if we assume in our example  that business unit XYZ used $10mm of the most expensive liquidity, $3mm of the next most expensive and so on, then a total charge of -100 (observe that 100 equals 4x1+8x2+6x3+3x4+10x5) would be assigned. Finally, one nets the two calculations to arrive at a minus $6mm (observe that -6=94-100) of LRMUs.

Table 3  Liquidity Rank Measurement Units
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Total
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Net
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The LRMU approach is clearly a heuristic approach which helps to control the liquidity profile of financial institutions.  The LRMU approach allows one to establish LRMU equivalents around a base measure.  For instance, in our example one has the LRMU equivalent of a $6mm ranked - 1 “liquidity user” profile. One can also say that one has $2mm ranked -3 “liquidity user” profile.  One can easily translate the LRMUs into a basis point charge.  For example an institution can charge (or give credit of) 5 basis points per negative (or positive) score.  Accordingly, business unit XYZ would be charged 30 basis points.  In practice the actual credits are non-linear.

5.6
Conclusion

Gap management is the traditional approach to manage risk by banks.  The BIS accords add another two dimensions: credit risk assessment plus trading risk capital requirements.  The failure to integrate gap risk measurement with trading risk measurement will lead to a virtually meaningless overall measure of market risk and a false sense of security.  The gap market risk is typically substantially larger than the trading market risk.  One needs to analyze the different risk types across diverse geographies, asset classes and time dimensions (including the correlations that may exist between these elements).   The gap RMU, and LRMU measurement approaches facilitate the development of robust risk measurement systems and reduce the likelihood of any potential inconsistencies in the risk measurement process.

6.
Conclusion

Financial institutions in the past desegregated their risks and treated each one separately. This approach was limited due to increasing complexity of products, linkages between markets and importance of calculating portfolio effects.  Today, a financial institution profitability depends on their ability to price risk and to hedge their global exposure. 

6.1
Steps to Success

One of the first steps in implementing a practical first class risk management program is to create a vision, identify the user and business needs as well as define objectives, deliverables and benefits.  One should obtain top management commitment toward achieving that vision. This would include obtaining sponsorship at the Board Level.  One also needs to obtain senior management commitment to both a short term and long term risk management strategy. 

Figure 21: Researching Trade Opportunities




Second, one needs to agree on risk management policy.  For example, senior management needs to approve a clearly defined notion of how the institution will define a worst case risk.  This would include an evolutionary plan for upgrading risk measurement policy. For example, the evolutionary plan should include developing sophisticated approaches toward measuring correlation so as to properly capture portfolio effects.

Third, one needs to agree on the risk measurement methodologies.  For example, one needs to decide on how to define risk in terms of VaR.  VaR is now being done by benchmark institutions and is the preferred regulatory approach for assessment of market risk capital. The upcoming chapters provides  practical details on how to build a best practice integrated VaR system for both market risk and credit risk. One should put together a plan, time-frame and budget to implement VaR. 

A best practice VaR system can be applied to gain both a defensive advantage and offensive advantage. Defensive advantages include providing risk control for  shareholders and senior management. Offensive advantages include utilizing VaR as a basis for capital attribution as well as improving the Bank’s return to risk ratio.  For example, a proactive market risk management function should work with their business partners to research trade ideas.  One can use VaR to mine the risk management database for trade opportunities as well as to research trade opportunities as illustrated in Figure 21. 

Next, one should agree on infrastructure. One needs to recommend how the risk management function should be organized to best manage the risks. For example, as described in Chapter 2, one may want to organize the market risk management organization to include seven distinct departmental areas (Figure 22). A detailed break-out of typical responsibilities within each area is shown in Figure 22.  These areas also need to work in partnership with the business units to deliver a strong risk infrastructure for the future.

Figure 22  MRM Organizations
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Fifth, one should build a first class Risk MIS system to utilize the risk infrastructure (e.g., risk measurement) in the day-to-day risk decision process.  This requires that risk management  build risk systems which can quickly respond to change as well as have a dynamic and flexible architecture.  Most importantly, one needs to implement standards and infrastructure to support a global data/systems architecture.  One should buy the best and build the rest.

Sixth, one should appeal to users to utilize the risk infrastructure as both a tactical management and strategic planning tool.  The risk information should be a critical component of a globally integrated information intensive environment. 

Seventh, one should establish achievable short term deliverables.  The risk management plan should include a goal of implementing regular deliverables.  For example, every quarter one should roll-out upgrades to the risk management system to include another product, another location or to encompass another legacy system. One should build one small subset of the risk management system at a time (and enhance it over time).  For example, one should not attempt to build a risk management data warehouse all at once.

Next, one needs to clearly define the risk management process.  This would include having clear objectives, deliverables and desired benefits (i.e., benefits should be associated with business driven  corporate governance and strategic initiatives).  For example, one objective would be to allocate economic capital based on risk.  A key deliverable would be to continually refine capabilities and reports. 

Ninth, one must continually meet user needs.  A necessary condition to be successful is to ensure that one can meld their risk management activities with business needs.  One should always seek consistency, relevancy and usability.

Finally, one needs to establish clear goals.  These goals should include a philosophy which calls for risk management to deliver solutions, be application-driven, and remain conscious of the user needs. 

Appendix I

Object Oriented Risk Management Systems

An object is defined as an entity that encapsulates some private state information or data, with a set of associated operations or procedures that manipulate the data.  For example, generic financial instruments such as options, bonds, and stocks can all be classified as objects.  Object-oriented programming languages use the concept of class and its instance.  A class is a template from which objects may be created.  Every object is an instance of some class, and a group of objects that have the same set of operations and the same state representations are considered to be of the same class.  Inheritance is a mechanism that allows new classes to be derived (called subclasses or derived classes) from existing ones, when the new classes share a set of common properties.  For example, each of the two types of options, American and European, can be constructed as derived classes from the class “option”.  As a result, each of them will inherit all properties from the options class.  The class from which another class is derived is called a superclass for the derived class.  For example, the class “options” will be a superclass for the class “American style option”.  A database is object-oriented if it supports objects and the mechanism of inheritance between objects.  To communicate with other objects, an object sends messages to them.  If necessary, from a practical perspective, one may design a database architecture in an object-oriented “fashion” to function within a relational database environment. 

Different financial instruments fall naturally into different classes:  interest rates, equities, currencies, commodities and credit derivatives.  Under each of these classes, several subclasses may be specified.  For example, interest rate investments may further be categorized into the subclasses “bonds” and “mortgages”.  Each class and subclass can have several instances, which will be the names of actual financial instruments.  Thus, a “nine percent coupon Government National Mortgage Association (GNMA) instrument” will be an instance of a mortgage instrument.  Another example is bonds and mortgages.  Both exist for a certain period of time called their “time and maturity”, which helps in the calculation of profitability from investments in these financial instruments.  Thus, the formula to determine whether an investment in bonds or mortgages is profitable can be put in the “fixed-income instruments” class and inherited by the subclasses “bonds” and “mortgages”.

Object-oriented risk management systems facilitate the grouping of  financial instruments that bear the same type of risk into one integrated class, which in turn makes it convenient to identify alternative investments that reduce a particular risk.  Clearly, investing in a financial instrument creates unique results. For example, investments in options on Treasury Bonds creates volatility risk, investments in Treasury Bonds creates interest rate level risk,  etc.  Inheritance mechanisms facilitate risk modification associated with any class of instruments, since all the necessary  information to hedge the risk can be found in only one place. 
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